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Getting Started

The Webroot® Secure Anywhere™ website provides a central portal from which you can view and manage
your protected devices. To access this website, open a browser, go to my.webrootanywhere.com, and enter
your Webroot account credentials. After you log in, the Secure Anywhere website (shown below) displays your
account data and the security status of all your devices.

Depending on the Secure Anywhere edition you purchased (AntiVirus, Internet Security Plus, or Complete),
some panels will be inactive. The Mobile Security panel is inactive if you did not activate Secure Anywhere
protection on a smartphone or tablet. The Backup & Sync and Passwords panels are inactive if your

Secure Anywhere edition does not include those features. For upgrade information, see Webroot's product

offerings.

BROOT"
: webroot com -
SecureAnywhere.
£ Account Settings
5 PC Security Mobile Security Backup & Sync Passwords FE
u ! & Manape Users
; : : Manape Keycodes
PC Security Mobile Security ;
® Downloads
tected 2 De rol @ Help
r,a—u\ op rently Infocied '/'_\] 0 De leg -
v v +» Suppo
0 PCs Infacted past 2 i 0 Devices Infed
= © Logout
Go to PC Security Go to Mobile seCuiity
Backup & Sync Passwords
f/’/._‘\ lal storage "/—\\l
" ; vith Infernet access
G0 to Backup & Sync Gio to Passwords

To begin using the Secure Anywhere website, see the following topics:

Creating an aCCOUNt .. 2
Logging in to your accouNnt .. 6


http://my.webrootanywhere.com/
http://www.webroot.com/En_US/consumer-products.html
http://www.webroot.com/En_US/consumer-products.html
http://www.webroot.com/En_US/consumer-products.html
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Creating an account

To use the Secure Anywhere website, you must create a Webroot account as described in this section.

Note: When you create an account, you automatically become the account administrator. The
administrator has full permissions on all account functions, which include adding other users and

specifying permissions for those users.

Before you begin, do the following:
o Install SecureAnywhere on your computer. (We recommend that you install Secure Anywhere first, but

you can do it later if you want.)

e Have available the license keycode you used to install Secure Anywhere. (If you have additional
products and additional keycodes, you can add them later.)

e Make sure you are using one of the following browsers:

o Internet Explorer, versions 8 and 9
o Firefox, versions 3.6 and higher

e Chrome or Safari, all versions

To create an account:

1. Open your browser to the SecureAnywhere website at my.webrootanywhere.com.

2. Under Create an account, click Sign up now.

Log in Create an account
Security & Convenience
Emadl Address
regting an account heips you manage your Security across
Password mmultap vices, with any Webroot product. It also makes il
easy bo add new devices and heip ather people prolact thairs

Log in Can' lodg

Sign up now

3. Enter your information in the Create an account panel, as described in the following table.


http://my.webrootanywhere.com/
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Create an account

Webroot Product Enter the license keycode you received when you purchased the product.

Keycode

Email address Enter your email address, which will also be used for your login name.
Y our account activation confirmation will be sent to this address.

Password Enter a minimum of 9 characters. Your password must contain at least 6
alphabetic characters and 3 numeric characters. Your password can be
longer than the required 9 characters. It can include special characters,
except for angle brackets: < and >. Your password is case sensitive.
As you type, the Strength meter shows how secure your password is. For
optimum security, you should make your password as strong as possible.

Y our Personal Enter a word or number, which will be used for an extra security step

Security Code after you enter the password during login. Choose a code that is easy to
remember, using a minimum of 6 characters. Every time you log in, you
must also enter two random characters of this code. For example, if your
code is 123456 and it prompts you for the fourth and sixth character, you
would enter 4 and 6. Your Personal Security Code is case sensitive.

Security Question Choose a question from the drop-down list. If you later forget the details
of your login, you need to provide the answer to this question to retrieve
the information.

Security Answer Type an answer to your security question. The Security Answer is case-
sensitive.
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4. After you enter account details, click Register Now.
SecureAnywhere displays a confirmation message and sends an email to the address you specified. This
may take a few minutes.
Note: If your SecureAnywhere edition includes the Backup & Sync feature, another field appears that
prompts you to select a storage region. Select the region closest to you (U.S., Europe, or Japan), then
click Register Now again.

5. From your email system, open the confirmation email from Webroot and click the link. Your account
will not be created until you click this link.

6. When Secure Anywhere prompts you to enter two characters from the Personal Security Code, type the
requested characters and click Confirm Registration Now. For example, if your code is 123456 and it
prompts you for the fourth and sixth characters, you would enter 4 and 6.

Please enter the FIRST and SIXTH characters of your Security Code

o

Confirm Registration Now

The SecureAnywhere website opens, similar to the following example. The options that appear depend
on which Secure Anywhere editions you purchased (AntiVirus, Internet Security Plus, or Complete).

ooT*"
AT T e, oliedd webrool. com
SecureAnywhere .
Security Maobiibe Securily ackup & Sy
PC Security Mobile Secunty
iy F antty Infectad P
G0t PC Security G0 o Miobile: Security
Backup & Sync Passwords
)
Go to Backup & Sync St Up Account Mow
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The Secure Anywhere website provides the following features:

Website features

PC Security

Get a global view into all your PCs with Secure Anywhere installed.
Using a web browser from a remote location, you can see whether your
computers are secure or infected.

Coming soon: Mac Security will be included in the Secure Anywhere
website.

Mobile Security

Get a global view into all your smartphones and tablets with
Secure Anywhere installed. If necessary, you can remotely locate a
missing mobile device with the Lost Device Protection feature.

Backup & Sync

Access your synchronized and archived files (if your Secure Anywhere
edition includes Backup & Sync). Using a web browser from a remote
location, you can download the latest version of a document from your
home or office computer.

See "Getting Started with Backup & Sync" on page 56.

Passwords

Access your saved passwords and profiles (if your Secure Anywhere
edition includes the Passwords feature). For example, if you can't
remember your login to a banking site, you can go to the Passwords panel
and view your user name and password.

Note: When you first log in, the Passwords panel displays a Set Up
Account Now button. See "Getting Started with Passwords" on page 84.

Account
Administration

Upgrade your products, add other devices, and manage additional users
in your account. If you are an administrator who manages device security
for others, you can organize groups of devices into "consoles." A console
might include a view of your home devices or your business devices. See
"Managing consoles" on page 10.
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Logging in to your account

To log in to your account in the SecureAnywhere website:

1. Open your browser to the Secure Anywhere website at my.webrootanywhere.com.

2. In the login panel, enter the email address and password you specified when you registered.

3. Click Log in.

Log in Create an account

Security & Convenience
Emadl Address

reating an account helps you Manage your Security Cross

Password ith any Webrool product. It also makes i
easty to add new davices and heip other people prolact thairs

Log in Cam™ hoag ir

Sign up now

4. At the personal security code prompt, type the requested characters and click Log in.
This personal security code was defined when you created a Webroot account. Every time you log in,
SecureAnywhere will require this extra security step. Be aware that it prompts for two random
characters of your code. For example, if your code is 123456 and it prompts you for the fourth and sixth
characters, you would enter 4 and 6.

Tip: 1f you forgot your password or security code, click the Can't log in? link, then click I forgot my
password or I forgot my security code. Secure Anywhere prompts you to enter your email address and
sends you an email message containing a link for resetting your password or security code.


http://my.webrootanywhere.com/

Managing your Account

For instructions about managing your account, see the following topics:

Adding devices with different keycodes ... 8
Managing CONSOIeS ... ... . e 10
Editing your account settings . ... ... . 14
Managing USerS .. 18
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Adding devices with different keycodes

If you installed Secure Anywhere on multiple PCs using the same multi-license keycode, the Secure Anywhere
website displays information for these PCs after a scan runs on each one. If you installed another Webroot
product on a device that uses a different keycode, you must manually add that keycode to your account, as
described in this section.

To add a device to your account:

1. Make sure Secure Anywhere is installed on the device you want to manage.

2. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

hed

If you have multiple consoles, select the console under which you want to add the new keycode. (For
more information, see "Managing consoles" on page 10.)

4. From the drop-down menu next to your login ID, select Manage Keycodes.

BROOT" 7
5875 @webroot.com
SecureAnywhere.
£ Account Settings
.'ITJ'“"I PC Security Mobike Security Backup & Sync Passwords Personal - W
B Manage Users
. y . B Manage Keycodas
PC Security Mobile Security C )
#® Downloads
3 FCs Protected 2 Devices Prot§ & Heip
0 PCs Currently Infect 0 Devices Naed
{—..\ rrently Infected If._:_\]l‘ C g
, 0 PCs Infected pas: 2 0 Devices Infed
—  —
© Logout
Go to PC Security Go to Mobile secuiity

SecureAnywhere displays the keycodes page.


http://my.webrootanywhere.com/
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5. Click Add Product Keycode.

Manage Keycodes

‘ Add Product Keycode I' Buy a Keycode now

Ky oo Edition Devices  Storape  Password Accounts Days Remaining Upgrade Renew
EASE-TEST-TEST-TEST-TEST Complete 3 25 G8 252 (Feb 27 2004)  UpgradeReney
ADBA-TEST-TEST-TEST-TEST Android 1 878 (Mov 1 Upgrade.

Piaid ¥
SABA-TEST-TEST-TEST-TEST Antheirus 3 a7z ¥ Upgrade/Reney

SABS-TEST-TEST-TEST-TEST Camplete 5 25 6B fia ¢ 849 f - Upgrade/Renew

6. In the next panel, enter the new code and click Add.
Secure Anywhere verifies the code.

7. Run a scan on the device.
When the scan completes, it reports its status to the website.
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Managing consoles

When you first registered an account, Secure Anywhere organized your managed devices into a single
"console." A console is a collection of one or more devices running a Webroot product. If desired, you can
create multiple consoles, which can be convenient if you are managing devices for different people and
different purposes. For example, a small business owner might want to create consoles for home and business.
The "home" console could include the laptops and mobiles devices of family members. The "business" console
could include laptops and mobile devices of employees. By creating these separate consoles, the administrator
has simplified views into the devices used by family or by employees.

Note: A single console is sufficient for most people.

Changing the default console name

After you first create an account, Secure Anywhere automatically organizes your devices into a default console
called "Unnamed Console." If desired, you can change it to a more meaningful name.

To change the default console name:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click Rename to the right of the console name.

1010i@ webroot.com -

# Rename

O

3. Type a name, using alphanumeric characters and spaces only.

4. Click Save.

New Mame| ¢ Save

- 10 -
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Adding a new console

If you manage multiple devices for friends or employees, you might want to organize them into separate
consoles.

To add a new console:

1. Obtain a new keycode from Webroot for the devices that will be managed in the new console. Install
SecureAnywhere on those PCs with that new keycode.

2. Open your browser to the SecureAnywhere website at my.webrootanywhere.com.

3. Instead of logging in to your account, click Sign up now.
The system displays the same registration page you used to create your account.

4. In the first field, enter the new keycode.

Create an account:

‘ Webrool Producl Keycoode * (Enler new keycode here) ,

; T
Email Address

Repeal Email Asdress

&
PFasavword

Repeat Password
®
vour Personal Secunty Code
Security Cruestion El

=
Securty Answer

Repgister Mow

5. In the remaining fields, specify your existing account information for the email address, password,
security code, and security question and answer.

6. Click Register Now.
Because you already created an account using your email address, Secure Anywhere recognizes your
information. The system prompts you to create a new console for the device.

-117 -
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Have we seen you before?
Please Select from the I|-||-'-'\.-\.i"|_| e |:||Ii S

| would like a new console for this Keycode

Whal happens if | sebecl this oplion?
= Wi will conlinug 1o 09 i wsing your original kbg n
dirtails

= WU can acCcess any of your consoles under this single
Iog im

Wa have recognised soma af your delails, and have found an existing Webroot SecureAnywhera console already owned by you

Add this Keycode to an existing console

How to da this:

1. Log into your existing account

Click "Manage Keycodes”

Click the "Add Product Keycode” button

. Enter your Keycode into the box and press “Add”

oos W

Your Keycode has now been successfully added to your
existing consalel

Log in

Click Select in the left panel to add a new console.
Secure Anywhere creates the console and prompts you to log in.

Log in with your account information.

A panel similar to the following example appears.

Choose the new "Unnamed Console." (You can rename it later, as described above.)

Console name Date created

Essentials

Personal - Work

Unnamed Console

Mar 8 2012 18:10

Sep 22 2011 20051

Jun 20 2013 1709

Keycodes Devices allowed
1 View 3

6 View 20

1 View 3

Your new console shows any device that use the keycode you entered.

-]12 -
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Switching between consoles

To switch to another console:

1. Click Change console.

1010@ webroot.com «

Persona Worl v ? Rename B Change console

W

2. Select the console you want to view.

- 13-
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Editing your account settings

An account defines your user details (login name, password, etc.) and access permissions. You can add or
change any of the account settings, except the email address specified for your login name.

To access your account settings:

1.
2.

Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account” on page 6.)

Click the down arrow at the right of your login ID, then select Account Settings.

1007
SecureAnywhere.
= ﬁ Arcount Sehings
.'. P Se 11 LT pcioup & Sy WIS i " .:I
PC Security Mobile Security cams P o
5 Doswrioads
ot Profleched & Heip
I'(-' :‘l k (q:\ll i I Support
-y ) = 0 Logout
0o to PC Securily G Lo Miobile Security
Secure Anywhere displays the Account Settings page.
Click a Change link to edit information.
Passvornd T Change

Security Code
Security Ouestion
Office Phong
Mobile Phone

Time Zone (UTCAGMT)

Change

Change

Change

Change

Refer to the following sections, depending on what settings you want to edit:

Adding your name, phone, or time zone

Changing your password

Changing your security code

Changing your security question

- 14 -
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Adding your name, phone number, or time zone

Managing your Account

If desired, you can add your name, contact information, and the time zone where your PCs are located. You
can also include a Display Name, which appears in the Manage Users panel (see "Managing users" on page

18).

1. Access your account settings as described above.

2. Click Change to the right of a name, phone, or time zone field.

The following dialog opens:

B ey et O e
AL L 2L =

First Name |
Last Nam

Display Name

Office Phone

Mobile Phone

Time Zoine

User Details Access & Permissions

Save Details

3. Enter or change the information, then click Save Details.

To change the time zone, click the pencil icon at the right, then type the country, region, or city to open a

drop-down menu of choices.

4. If you are the Admin for your account, you can also change access rights by clicking Access &

Permissions. For a description of permissions, see "Managing users" on page 18.

Changing your password

You entered a password when you created the account. If desired, you can change it in the account settings.

1. Access your account settings as described above.

2. Click Change to the right of the Password field.

The following dialog opens.

-15-
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Change Password

x
Current Password

&
Mew Fassword

&
Rapaat Naw Fassword

Change Password

3. In the first field, enter your old password.

4. In the second field, enter a minimum of 9 characters for your new password.
Your password must contain at least 6 alphabetic characters and 3 numeric characters. Your password
can be longer than the required 9 characters. It can include special characters, except for angle brackets:

< and >. Your password is case sensitive.

As you type, the Strength meter shows how secure your password is. For optimum security, you should

make your password as strong as possible.

5. Enter the same characters in the Repeat New Password field.

6. Click Change Password.

Changing your security code

You defined a security code when you created the account. As an extra security step, the Secure Anywhere
website prompts you for this code right after you log in. If desired, you can change the code.

1. Access your account settings as described above.

2. Click Change to the right of the Security Code field.
The following dialog opens:

Change Security Code
MNew Personal Security Code N

Enter Password

Change Security Code

- 16 -
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3. Inthe New Personal Security Code field, enter a word or number. Choose a code that is easy to
remember, using a minimum of 6 characters. Every time you log in, you must also enter two random
characters of this code. For example, if your code is 123456 and it prompts you for the fourth and sixth
character, you would enter 4 and 6. Your Personal Security Code is case sensitive.

4. In the second field, enter your current password.

5. Click Change Security Code.

Changing your security question

The security question allows Webroot to identify your account if you forget your user name, password, or
security code. If you answer the question correctly, we can retrieve the login information for you.

1. Access your account settings as described above.

2. Click Change to the right of the Security Question field.
The following dialog opens:

Change Security Question

; #
Mew Securily Queshion -
x

Mews Securty Answed

&
Enter Hassword

Change Secunty Question

In the New Security Question field, choose a question from the drop-down list.
In the New Security Answer field, type an answer.

In the last field, enter your current password.

S kW

Click Change Security Question.

-17 -
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Managing users

SecureAnywhere allows you to add other users to your account. You can then give them permission to access
security-related information on their devices using your account website.

To add a user to your account:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click the down arrow at the right of your login ID, then select Manage Users.

sRrROOT" . r:
0O Accommt Setngs
.I_I P Secuiilly Mobile Security Backinp & Sy Fasswurds "
{ B arpdi LIs6n 1-:.:' :
L Karage Keyoodes
PC Security Mobile Security
@ Dovwroads
3 Devices Protected & Heip
S — D Logest
e do P Secuarty o bo Mobds Secursy
SecureAnywhere displays a list of users for this account.
Manage Users
Creaie Hew Lss
Hama Emal Parmissaein
Sacisg &rywher PL Sacisnty WAl Secufity Backap & Syne P el i
cagpoomoae ned E gt A D Aocas Bocawe Mo Acceus _‘?r

3. Click Create New User.
SecureAnywhere displays the Create New User screen.

- 18-
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Please complete the details below to create a new user

Email Address |

Time Zone
Do you wish fo give this user Console access? s
Fasswords Senaces TES

Enter an email address for this user and select their time zone. To change the time zone, click the pencil
icon at the right, then type the country, region, or city to open a drop-down menu of choices.

If desired, select the first Yes checkbox to give this user access to your account.
When you click Yes, additional fields appear as shown in the following example.

BAlE [= =1

Please complete the details below to create a new user
Emad Address userihiakemail com
T"'C :Ul'd Linibe Slales A Ac r - racc
D o wigh 1o give his ussr Consols SEcass? | Tas

Secwelnywhers Basic

PC Security Mo Access

Mobile Securty Mo Access

Backup & Synt (LIS (Wesl] Mo Asbess
Passworde Sefvices? | Tz

Salacl a keyoods

Selec! senaces Passwords

Create Usar

-19-



Management Website User Guide

6. Select the access permissions for each component:

e SecureAnywhere: The Home page of my.webrootanywhere.com. From here, the user
can access the other Webroot portals (PC Security, Mobile Security, Backup & Sync).
Select either Basic for limited access to consoles and account settings or Admin for full
access to all keycodes, users, and account settings in Webroot portals.

e PC Security: The portal for viewing scan status on the PCs and sending commands to the
PCs. Select either Basic for read-only access or Admin for full access controls.

e Mobile Security: The portal for viewing scan status on the mobile devices and for sending
commands to the devices. Select either Basic for read-only access or Admin for full
access controls.

o Backup & Sync: The portal for accessing data stored with the Backup & Sync component.
Select either Basic for read-only access or Admin for full access controls.

7. 1If desired, select the second Yes checkbox next to Passwords Services? to give this user access to the
Passwords feature (for more information, see "Getting Started with Passwords" on page 84). When you
click Yes, additional fields appear as shown in the example above. Click the checkbox next to
Passwords to enable the service for this user. If you have more than one keycode in your account, select
the drop-down arrow in the Select a keycode field and click the keycode you want to associate with the
Passwords feature.

8. When you are finished, click Create User.
Webroot will send a confirmation email to the address you specified, which will contain an initial
password. The user opens the email, clicks the link, pastes in the initial password and enters a new
password in the form provided. Once this process is complete, the new user can log in to the Webroot
account.

-20 -
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For instructions about managing PC security in the SecureAnywhere website, see the following topics:

Viewing PC status
Adding a PC
Editing the PC security settings

Viewing PC scan information

Scanning a PC remotely

Running the System Cleaner remotely

Deactivating a PC

Locking, shutting down, or restarting a PC

-21] -
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Viewing PC status

From the website, you can globally review status information for your PCs. Status information includes scan
results and license information.

Note: To view PC status, you must first install Secure Anywhere on the PC, enter your Webroot account
credentials when prompted, then allow Secure Anywhere to run a scan.

To view the PC security status:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click the PC Security tab or Go to PC Security.

RO

l'l- % y ] ra &
SecureAnywhere
'- "i P Sacuriy MoDie SeCunty Backup & Syn

PL Secunty

S

0 M P Securily

0

3. When the PC Security panel opens, you can view more details by clicking an individual PC.

Backup & 5y FPatiwinds L u

Home PC Kids PC

-22-
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PC Security

If desired, you can switch between a list view and an icon view by clicking the button in the upper right:

In the About panel, you can view details about recent scans, the software version, keycode, and days
remaining on your license. You can also remotely change the security setting (see "Editing the PC
security settings" on page 26).

b

Horme PC (Edt
Last Scan Fab T, 2012 16:35

_ Last Scan Duration Approoc. 2 min 18 secs

= Last Infected Jan 25, 2012 2323
Sofbware Version 8.0.1.95
Kaycode SABS-TEST-TEST-TEST-TEST
License Duration 848 Days Remaining
Bacurity Setting @ User Configuration (Edit
A

-23-
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Adding a PC

If you purchased a multi-license edition, you can install Secure Anywhere on additional PCs using the same
keycode. The Secure Anywhere website will display information about these PCs after a scan runs on each one,
as described in this section. If you used a different keycode to install Secure Anywhere, follow the instructions
in "Adding devices with different keycodes" on page 8.

To view all your PCs in the website:

1. Install Secure Anywhere on each PC, using your multi-seat license keycode.

2. When SecureAnywhere prompts for your account information, enter your user name (email address) and
password.

3. At the end of the installation routine, wait for Secure Anywhere to finish scanning the PC. Do not cancel
the scan.
Once the PC is scanned, Secure Anywhere reports into your account and adds the PC to the website.

4. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)
The new PC appears in the PC Security panel. By default, SecureAnywhere shows the machine name.

BROOT"

SecureAnywhere.
Home 'li 5 . Maobile Security Backup & Sync Passw

BRM1960L-BR Kids PC

5. Click the newly installed PC’s icon to open its information panel.

6. If you want to change the PC's displayed name, click the Edit link, enter a new name, and click the
checkmark to the right of the field.
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Editing the PC security settings

You can use the Secure Anywhere website to remotely change the PC's security setting to a higher or lower
level of protection, as described in this section. These levels of protection are a combination of
SecureAnywhere's heuristic settings, which include:

e Advanced Heuristics. Analyzes new programs for suspicious actions that are typical of malware.

e Age Heuristics. Analyzes new programs based on the amount of time the program has been in the
community. Legitimate programs are generally used in a community for a long time, but malware often
has a short life span.

o Popularity Heuristics. Analyzes new programs based on statistics for how often the program is used in
the community and how often it changes. Legitimate programs do not change quickly, but malware often
mutates at a rapid pace. Malware may install as a unique copy on every computer, making it statistically
unpopular.

These heuristic settings are applied to separate areas of your computer, including the local drive, USB drives,
the Internet, the network, CD/DVDs, and when your computer is offline. For more details, see "Adjusting
Heuristics" in the Webroot SecureAnywhere User Guide for PCs.

By default, PC security is set to "User Configuration,”" which means that you can control the settings from the
Secure Anywhere main interface on the PC. If you use the Secure Anywhere website to switch the security from
"User Configuration" to one of the other levels, it overrides SecureAnywhere's local settings on the PC.

To edit the PC security setting:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click the PC Security tab or Go to PC Security.

FOOT™
SecureAnywhere
5 l - LBy LT Ty Back L 5y
PC Secunty
£
G b L Security
I
W
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3. Click the PC you want to modify.

Dad-PC

R oo securny  Backup s sync | Pass

Kids PC

PC Security

If desired, you can switch between a list view and an icon view by clicking the button in the upper right:

4. Inthe About panel, click the Edit link.

commanas T

»

Home PC (Eat

@ Last Scan Feb T, 2012 16:35
_ Last Scan Duration Approe. 2 min a
- Last Infected lan 25 1

Sofbware Version B

Kaycode SABS-TEST-TEST-TEST-TEST

License Duration 848 Days Remaining

Security Setting o User Configurat *@
A

5. Click the drop-down arrow to open protection options. If you first want to learn about what the four
levels of protection will provide (low, medium, high, or maximum), click the blue question mark next to
Security Setting to display an information panel.
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Saecunty SE‘[‘.II"

User Configuration

Low Protection
Medium Protection
High Protection
Maximum Prolection

6. Select from these options:

User Configuration. Security settings are controlled by the main interface on the computer.

Low. All heuristics are set to Low. This is limited protection, which might be convenient for
software developers and highly technical users who run beta versions of software and don't want
those applications being blocked.

Medium. Heuristics are set to our recommended combination of Low, Medium, and High. This
setting is for normal, daily use.

High. All heuristics are set to High. Only use this setting if you suspect the PC is at risk. (This
setting results in a high number of alerts, which may block legitimate programs as well as
malware.)

Maximum. Most heuristics are set to Maximum. Only use this setting if you suspect the PC is
infected. (This setting results in a high number of alerts, which may block legitimate programs as
well as malware.)

7. Click the green checkmark to apply the new setting.
Be aware that if you change a setting to Low, Medium, High, or Maximum, it overrides
SecureAnywhere's local settings on the PC.
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Viewing PC scan information

You can remotely view detailed scan results for each PC in your account. Details include whether your
computers are secure or infected.

To view scan information for a PC:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click the PC Security tab or Go to PC Security.

ROOT*
SecureAnywhere
"' l I PC se W @ ¥ 1 & Sy
PC Secunty
¢ A
0 M P Securily
0

3. Click the PC you want to view.

.li o . MObrle Sé urity Faackuip & S0 Patiwirds -~ 'H

Dad-PC

. = e

If desired, you can switch between a list view and an icon view by clicking the button in the upper right:

4. Click the Scan Information tab at the top of the panel.

e The Scan Results panel shows the results of the last 10 scans on the PC, including the date and
time, and the IP address the computer used.
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o The Recent Malicious files detected panel shows information for the last 10 malicious files that

were detected on the PC.

(e

Scan Results Recent Malicious files detected

Scan Date & Time Duration Result 1P Address

Apr 20 13 1638 Approce. 1 min 23 secs @ Clean 65,35 53 251
Apr 28, 2013 1535 Appro. 1 min 19 secs ﬂ Chean 66,25 53.251
Agr 29 2013 1627 Approe. 9 min 25 secs ﬂ Infacled - View Bads 05,35 53.251

5. For more information about an infection, click the View Bads link.
Another panel opens with the file name and the threat category (for example, Trojan, Adware, etc.).

Scan Results Recent Malicious files detected

Scan Date & Time  Duration Result IP Address
Apr 28 M13 163  Approx, 1 min 23 secs ﬂ Clean 66,35 53 251
66.35.53 251

Apr20, 20131635  Approx. 1 min 19 sacs & Clean

Apr 28 M3 1627  Approx. 9 min 25 secs D infecied - View Bads 6635 53 351

Mabsare Grouap

M2-SEQ-TE219495 EXE W3 Adware Mediagel Gen
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Scanning a PC remotely

You can remotely scan a PC, if you are away from your computer and you suspect it might be infected (for
example, you are at work and a family member contacts you that the computer is acting strangely).

To remotely scan a PC:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click the PC Security tab or Go to PC Security.

ROoOT™
SecureAnywhere
i' "I BT SaCuUrty MODEE SECUNTY Backup & Syn
PC Secunty
&2
0 M P Securily
9]

3. Click the PC you want to scan.

.li . Mhobile S&c urity Backup & Syr Pattwirds

Kids PC

Dad-PC

If desired, you can switch between a list view and an icon view by clicking the button in the upper right:

4. Click the Commands tab.

-37-


http://my.webrootanywhere.com/

Management Website User Guide

5. From here, you can run one of the following scan types:

e Scan. Runs a scan on the PC and notifies you if it detected any threats, which allows you
to decide whether to quarantine the files or not.

e Cleanup. Runs a scan on the PC and automatically quarantines files without notifying you.

— About Scan Information ;-- ;

Commands Sent Commands

O Scan Cleanup
Scan the PC ’ Scan and quaranBne malicious files
. System Cleaner ) Lock
[m Run the Sysiem Cleaner Lock the PG
HRestart I Shutdown
@ Riestart the PC ( } Shuidown the PC

Deactivate
Deactivale this compuler

)

6. Select either Scan or Cleanup, then click Confirm at the prompt.

The scan will run on the computer as soon as it receives the command, which should only take a minute
or two.
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Running the System Cleaner remotely

You can remotely run the System Cleaner on a PC, if you are away from your computer and want to guard your
privacy or hide your Internet traces (for example, you are at work and a family member wants to use your

personal computer).

Note: For more information about the System Cleaner, see SecureAnywhere User Guide for PCs.

To remotely run the System Cleaner ona PC:

Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

1.
2. Click the PC Security tab or Go to PC Security.

RO

SecureAnywhere
sy " BT Security Mobhe SeCurty

PL Secunty

Backup & Syn

-

S

0 M P Securily

0

3. Click the PC you want to clean.

FPatiwinds

o .Ii A | _‘. MObile S i Ty Backup & Syn

Home PC Kids PC

Dad-PC
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If desired, you can switch between a list view and an icon view by clicking the button in the upper right:

4. Click the Commands tab., then System Cleaner.

([ — [ Commanss |

Commands Sent Commands

Scan Cleanup

Q Sean the PC J Scan and quaranbne malicious files ¥

=i System Cleaner ) Lock

Im Run the Sysiem Cleaner B | lockthe PC >
Hestart I Shutdown

@ Rastart the PC > O Shiutdown the PC »
Deactivate

x Deactivale this comguler

5. Click Confirm at the prompt.
The cleanup will run on the computer as soon as it receives the command, which should only take a
minute or two.
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Deactivating a PC

Deactivating a PC removes it from the PC Security panel and removes the Secure Anywhere application from
your computer. You may want to deactivate a PC in the following circumstances:

e If youno longer use a PC that had Secure Anywhere installed.

e If you are replacing a PC with a new machine and you want to transfer the license.

Important: Deactivating a PC is not reversible; that is, you cannot reactivate it without reinstalling the

software.

To deactivate SecureAnywhere on a PC:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click the PC Security tab or Go to PC Security.

IROoOT™
SecureAnywhere
i- "I BT SaCUry MoDse SaCiunty Backup & Syn
PC Secunty
Jff_':\ll O F rraniy [rdoins
0 b P Secudily
9]

3. Click the PC you want to deactivate.

i .i'.".v.l Backup & Sy Padtwoids "’"
Dad-PC Home PC Kids PC
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4. Click the Commands tab, then click Deactivate.

[ — [ Commanas

Commands Sent Commands

Scan
Q Scan the PC

Cleanup
Scan and quaranine malicious files >

Lock
Lock fhe PG >

Shutdown
Shuldown the PC

=i System Cleaner
m Run the Sysiem Cleaner

Restart
Festart the PC

©
c b G

Deactivate
x Deactivale his compuler

5. In the warning dialog, click Confirm.
The computer is deactivated as soon as it receives the command, which should be only a minute or two.
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Locking, shutting down, or restarting a PC

You can remotely lock, shut down, or restart a PC while you are away from your computer.

To issue one of these remote commands:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click the PC Security tab or Go to PC Security.

IROOT™

SecureAnywhere.
l= I BT Saciirty MoDEe Sal LTy Backup & Syn

PC Secunty
7 |
G0 o P Security
u
3. Click the desired PC.
Huaiy .Ii' _‘. Maobibe S ui ity Beachup & S0 Pasiwiids i =] '-
Dad-PC Home PC Kids PC
&)

If desired, you can switch between a list view and an icon view by clicking the button in the upper right:

4. Click the Commands tab.
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5. From here, you can run one of the following commands:

o Lock. Locks the PC by activating the Windows Login screen. A user name and password
must be entered to log back in.

¢ Restart. Restarts the PC.
e Shutdown. Shuts down and turns off the PC.

Commands Sent Commands

Scan Cleanup
Q Scan the PC ‘: Scan and quaranBne malicious fles >
—m. System Cleaner Lock
Im Fun the Sysiem Cleaner Lock the PC
Hestart I Shutdown
@ Rstart the PG O Shutdown the PC

Deactivate
x Deactivale this compuler

[D

6. Select either Lock, Restart, or Shutdown, and click Confirm at the prompt.
The computer should receive the command in a minute or two.
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For instructions about managing mobile devices in the Secure Anywhere website, see the following topics:

Adding a mobile device

Viewing mobile account information

Viewing mobile security status and alerts

Viewing the mobile history
Using Lost Device Protection commands

Removing a mobile device

Changing the phone number
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Adding a mobile device

You can add Android smartphones, tablets, and other mobile devices to your Webroot account. You must first
install one of the Secure Anywhere apps, which you can obtain by:

e Purchasing a SecureAnywhere edition that includes a license for mobile apps.These editions include
Complete and Internet Security Plus.

e Purchasing the standalone Premier app for Android devices.

e Downloading the free app for Android devices.

To download and install Webroot apps, see the following knowledgebase article:
http://www5.nohold.net/Webroot/Loginr.aspx?login=1&app=vw&solutionid=903.

Note: Website support for iOS devices is coming soon.

After you register the mobile device or create a Webroot account from the app, the device information will
appear in the Secure Anywhere website. For more information, see "Viewing mobile account information" on
page 41.

=HO0OT*=

SecureAnywhere.

My Phone

+1-720-555-5555

Add A Phone
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Viewing mobile account information

From the website, you can view mobile account information, including the keycode and license status.

To view the mobile account information:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click the Mobile Security tab or Go to Mobile Security.

i':- . P Security Mobiss Securnity Backup & Syn Passem is Rerwme
PC Security Mobile Security
T acta II(’_“\II 4 1mg

G0 10 PC Sacury

G0 1 Mobdle Secunty

0

3. Inthe Mobile Security panel, you can view more details by clicking an individual device.

Mo PLC Security

)]

. My Phone F

€3 Add A Phone

. My Tablet

O

Backup & Sync Passwonds

If desired, you can switch between a list view and an icon view by clicking the button in the upper right:

When the About panel opens, you can view details about the device model, keycode, and days remaining
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on your license.

About Security Status Higtory Lost Device Profeciion x

My Tablet (Edn)

About Your Device

Dievice Make asus Transformer TF101
Operating Syslem Android 3.2

Froduct Key TEST

License Status Complete {1093 days leff

Reamaove Davice

4. If you want to change the displayed name for your device, click the Edit link. Enter a new name and
click Save.

My Table

About Your D

Dewvice Make asus Transtormer TF101
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Viewing mobile security status and alerts

You can view detailed status and alerts for your mobile devices.

To view mobile security status:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click the Mobile Security tab or Go to Mobile Security.

. ¥ ' PL. Security Mobiss Secumrity Backup & Sync Fassw is i i | 47 ReEname

PC Security Mobile Security

A Profecied £ Do obe ched
;: : 0 PCs Curmently inlacted i 3 0 Dewscas Needng Afiention
3 PLCS Indecied pes 74 ¥ D Dewicas Infechad
S R

G o PC. SeCunty G0 o Mobdle Secunty

3. Click on the mobile device.

HROOT

SecureAnywhere
[T L % . . .

My Phone

+1-303-855-5555

Add A Dewce

If desired, you can switch between a list view and an icon view by clicking the button in the upper right:
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4. Click on the Security Status tab.

T Sacurmy Stabus Highory Lot Chervce Protechion x4
My Phone (Eds)
Mobile Number: +1-303-555-5555 (Ed)
[wernew
Las! Definfion Lipdate 1 Monih Ag
dabile Apphcall 3 3.0 Buila 408
1 (85 (= 1. (i | 5
Alens
Femove Device
1 manih ago Insecure oplion enabled: LUSH debugung
1 manih ago Fassword Profechon disadled
| manih ag Insecure oplion enabled. Linknown SoUrces

5. If your device is in a warning state, you can view more information by clicking the "X items need
attention" link:

My Phone (Ed ;
Mobile Number: +1-303-5Y3 gix device

There are some fems fhal requsre Four
abenSion
Crvennew
s Insecure opbon enabled LISE debugging
& Paddwond Probeciion dizabled
& Insefurs ophon enabiled Linknowr
Wohile Applicaion versio a0 BoaNELd

T ©

Last Defnlon Lipdate 1M

CHEk i Howw 1o B Banied far mch

mformation

Alers

1 mondh ago Insecure opbon enabled: LSE depugging

You can only fix an issue from the Secure Anywhere app on your mobile device. The main panel will provide
options for fixing the issue.
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Viewing the mobile history

You can view a history of activity on the device, including information on the scan history and threat definition

updates.

To view mobile history:

Mobile Security

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click the Mobile Security tab or Go to Mobile Security.

niacted

m PC Sacurity Wobis Security
PC Security
Prodecied
3 0 PCs Indescied w74
el
G 10 P Saoiimy

Backup & Syn

Fas s ds

Mobile Security

m 0 Dewices Needing Affention

et

0 Dewices infectsd

o 1o WMabdle Secunty

/' Re

3. Click on the mobile device.

HROOT
Anywhere

y

My Phone

+1-303-855-5555

Add A Dewce
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If desired, you can switch between a list view and an icon view by clicking the button in the upper right:

4. Click on the History tab.

& Bt Sacurily Stulus Hiatory Lost Dewics Proleclion

My Phone (Edd
Mobile Number: +1-303-555-5555 (Edt

Histiory T Days 30 Days 60 Crays B0 Duays
1 manin 300 Scan Completsd
SN CoMmpletad. O Mirkass Hond 157 apis
sCanned 33 Mas SCanned
1 manih ago Defntticns Updated
Defnitions updated New wersion 358

You can view a history for the past 7 Days, 30 Days, 60 Days, or 90 Days.
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Using Lost Device Protection commands

Lost Device Protection helps you lock and locate a missing mobile device. You can issue the commands from

the Secure Anywhere website or from another smartphone.

Note: Lost Device Protection commands will lock down your phone. To unlock it, you must enter your
Webroot password. Make sure you remember your password before issuing the command.

To issue a Lost Device Protection command:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click the Mobile Security tab or Go to Mobile Security.

o

iE Prodeciad
[f’_\\.‘ 1] s Curranity nbachad
B Y

0 PCs Irvieiesd fui 34
b il

G 10 PC Secunty

."':--. PC Security Wohis Secumity Backwp & Sync Passwords
PC Security Mobile Security

0 Denoes Magding Aftention

0 Digcfs b

Go 10 Mobhdle Secunty

3. In the Mobile Security panel, you can view more details by clicking an individual device.

Hiom

PLC Security . i i I I . Backup & Sync

. My Phone Protecte

€3 Add A Phone

Passwords

- 47 -


http://my.webrootanywhere.com/

Management Website User Guide

If desired, you can switch between a list view and an icon view by clicking the button in the upper right:

4. At the top of the panel, click the Lost Device Protection tab.

bt Spourity Stahus Hizdory Losi Dwvice Proleclion : "

My Tablat Ed)

Available Device Adions
Soream S Lo
Customizs Lock Soisan

Locate My Deace

Remove Device

5. Inthe Lost Device Protection panel, select from one of the commands listed in the following table.

Lost Device commands

Lock Remotely locks the device and prevents its unauthorized use. Once it's
locked, you must use your account password to unlock it.

Wipe Immediately locks the device, then performs a factory reset to remove

(Premier/Complete everything on your device, including your personal data, your apps, and

version only) your account. Do not use this command unless you are absolutely sure

that your device is permanently lost and you want to completely wipe
it. Before wiping data, SecureAnywhere turns off the Auto-sync function
so it won't delete anything you have previously uploaded to the Gmail
servers, such as contacts or calendar entries.
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Lost Device commands

Locate Locks your device (same as the Lock command, described above), then
responds with a link to a Google Maps page showing your device's
current location. Note: For the Locate command to work, the device must
have either a GPS, Wi-Fi, or a telephony connection. Also, if your device
does not support SMS or if Webroot does not support your carrier, then
you must have logged into the Android Marketplace.

Scream Locks your phone (same as the Lock command, described above) and
then blasts a loud screaming noise from your phone to help you locate the
device or scare a thief. The noise will continue for up to two minutes or
until you unlock the device with your password.

Customize Lock Locks your phone (same as the Lock command, described above) and

Screen displays a text message on its panel. When you use this command, you
can enter instructions for returning the phone, such as "If found, call 555-
5555."
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Removing a mobile device

If you no longer use a mobile device shown in the Secure Anywhere website, you can remove it from the list.

To remove a device from the display:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click the Mobile Security tab or Go to Mobile Security.

H s P Security Mohiss Secirnty Backup & Sync Fassw is Rzrame
gitcasaly
PC Security Mobile Security
ﬁ a urrarty miachad II('_\"\II 0 Devwes Nesdmg Affention

G0 10 PC Sacury G0 1 Mobdle Secunty

0

3. Inthe Mobile Security panel, click on the mobile device you want to remove.

Hoima PLC Security . I i II Backup & Sync Passwords

)]

. My Phone F

€3 Add A Phone

. My Tablet - Protected

O

If desired, you can switch between a list view and an icon view by clicking the button in the upper right:
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4. Click Remove This Device, located below the device image (accessible from any tab).

About Security Status History Lost Device Praotection *

My Tablet (Edit)

About Your Device

Device Make asus Transformer TF104
Operating System Android 3.2

Product Key TEST

License Status Complete (1090 days left)

Remove Device

Note: Be aware that removing a device from the website does not uninstall the app from your phone or
tablet. If you power on the device again later and it checks back in with the Secure Anywhere app, the
device reappears in this website.
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Changing the phone number

If you change your phone number, you can enter the new number in the Secure Anywhere website.

To change the displayed phone number:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click the Mobile Security tab or Go to Mobile Security.

.r- ' PL Secunity Mobiss Security Backup & Synd Hasswrs ds i ¥ # ReErume

PC Security Mobile Security

4 PC3 Profecied 3 Dow t chod
0 PCs Currently iniached 0 Dewices Needing Afantion
v =
PCs feriaet et T4 v 0 Dewnces bt
S —

G o PC. SeCunty G0 o Mobdle Secunty

3. Click on the mobile device.

Home PLC Sacunty . il '-I |i. Passwords

My Phone

+1-720-555-5555

Add A Phone
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If desired, you can switch between a list view and an icon view by clicking the button in the upper right:

4. Next to the displayed phone number, click the Edit link.

About Secunty Status History Lozt Device Protechon x
My Phone (Edit)
Mobile Number: +1-?2ﬂ-555-55
About Your Device
Cesace Make Samsung SPH-M910

5. Enter the new number and click Save.
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Backup & Sync

To get started with Backup & Sync, see the following topics:

Getting Started with Backup & SYNC ... 56
Accessing files and folders online ... .. .. .. 60
Customizing the display ... 62
WL CNING VIBW S L 62
Customizing the folder display . ... .. 63
Refreshing data . ... ... o e 63
Restoring files from the Recycle Bin .. 64
Downloading files from your account ... 66
Uploading files and folders .. ... 68
Managing files and folders ... .. 70
Renaming afile ...l 70
MOVING ATl 71
Deleting files Or fOlAErS .. L 72
Creating a new folder . ... o e 73
Viewing the version history il 75
Viewing device details .. ... .. i, 76
Viewing the ActiVvity Log ... ... 78
Using the Windows Store app for Backup & Sync ... .. 80
Viewing account details ... .. 82
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Getting Started with Backup & Sync

If your Secure Anywhere edition includes Backup & Sync, you can protect your important files and photos as
follows:

o Storing files in the Anywhere folder or in your own sync folders. You can use Webroot's
preconfigured folder called the Anywhere folder or you can create your own sync folders. Any files you
place in these folders are automatically synchronized in your account, to any other computers with
shared folders, and to mobile devices with the Backup & Sync app installed.

SecureAnywhere constantly monitors the Anywhere folder and other sync folders. If it detects a change
(an edited file, a new file, or a deleted file), it immediately makes the same change to your online
account, to shared folders on other computers, and to mobile devices with the Backup & Sync app
installed. If you are working offline, Secure Anywhere automatically picks up changes the next time you
connect to the Internet.

If Secure Anywhere detects an edited file, it does not overwrite the original version stored in your
account. Instead, it uploads the latest version and makes a copy of the original file. If necessary, you can
revert back to previous versions (up to five). If you save changes a sixth time, your most recent version
is saved and the oldest version is removed.

To learn more about the preconfigured Anywhere folder, see SecureAnywhere User Guide for PCs.

o Backing up files. Instead of synchronizing files with multiple devices, you can simply back them up. For
example, you may want to back up tax returns, old photos, and a scanned copy of your passport. These
types of documents won’t change and don’t need to be kept in synchronization with other computers.

To learn more about backups, see SecureAnywhere User Guide for PCs.

Backup and Sync features are available from the SecureAnywhere interface installed on your computer, from a
mobile device with the Backup & Sync app installed, and from the Secure Anywhere website. These
instructions provide procedures for using Backup & Sync features available from the website. For detailed
information about using Backup and Sync features from the main interface or your mobile device, see Webroot
Secure Anywhere Help and Product Guides.
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Backup & Sync

Movies
Photos
Music
' Documents

To get started with Backup & Sync:

1.

If you have not yet created an account in the Secure Anywhere website, click Sign up now in the Create
an Account panel. For detailed instructions, see "Creating an account" on page 2.

Open Secure Anywhere on your computer and make sure the Backup & Sync component is configured.
Click the Backup & Sync tab. If you see the following panel, click Log in to begin configuration. For
detailed instructions, see the SecureAnywhere User Guide for PCs.

WEBROOT | =

SecureAnywhere e

Dwerview PC Sacirky ientky & Privacy Backip & Syne Syatem Toolk Wy Beooisnt

Backp & Sywc Configure Backup & Symc

Securafnywhere Backup & Sync allows you to protect your data and access it easier by
synchronizing i across desicas and sacuraly Dacking it up to present data loss. Click
Log in” to create your account or log inte an exisbing account

Login
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When it's configured, the Backup & Sync panel looks similar to the following example.

JEBROOT
DBy W PC Sacurk daniky & Privacy Backup & Syne Syalesm Tookls I A ceaunt
Backup & Sync -
. e i | Synehronization is On pen Anywhere Folder
File Transfers
Folder synchronization is set up and aciive, Any changed files in configured folders
will automatically be synchronized with the cloud
—_— Run Backup Now
| Backup is On y §
Backup is currently idle and is configured to begin automatically archrang files at
10024 02:32 PM
Stalus
I S0
2528 ed of I5GE
SecureAnywhera has used 0.01% of your CPU since installation and 0.084% disk spaca. Average scan lime is 3.3 minutes.

3. If desired, you can install the Backup & Sync app on your mobile devices. For instructions on installing
the apps on your mobile devices, go to
http://www5.nohold.net/Webroot/Loginr.aspx?login=1&app=vw &solutionid=903.

4. Once Backup & Sync is configured on your computers and mobile devices, access your online account
by logging in to my.webrootanywhere.com.

5. From the Home panel of the website, click Go to Backup & Sync.

Backup & 5'_-.-'!'?{-

—

Go o Backup & Sync

®
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The Backup & Sync web page opens, which looks similar to the following example.

Backup & Sync

Hewmie PC Security Mobike Securinyg . T i I f ' Passwords
Files and Folders Activity Log Devices Lass than 1% & ME of 50 38 space used. [
Storage Folder: Anywhere | acons
Storage Folders i Goto: Roof
e | : 2 1
Anywhere
65 MB usad Name  Size Type Creabed Last Modfied
Foldar Tue 10M162012 16:06:30 Tud VG012 16 05030
Pictures = Folder Mon 10152012 19:07:50 Mon 10HMS2012 19:07-50
i 5 MB esed
138 KB Image File Mon 10152012 19:86-55 Mon 100152012 19:46:57
Backup (JGALLAGH-DE3FID) 1958KE DOC File Mon 10M52012 19:02-50 Mon 10182012 19:02-53
S Less than 1 MB used
E58MB  POF File Tue 10IE2012 160634 Tus 10162012 16: 0548

The Backup & Sync page includes three tabs across the top:

o Files and Folders. Shows synchronized and backed up files. From this tab, you can upload and
download files; view, move, delete, and rename files; and perform other tasks. For details, see
"Managing files and folders" on page 70 and "Customizing the display" on page 62.

Note: Be aware that any changes, deletions, or additions you make in the synchronized folders are also
propagated to your online Secure Anywhere account and to other synchronized folders on other
computers.

e Activity log. Keeps track of all Backup & Sync activity for this account. For details, see "Viewing the
Activity Log" on page 78.

e Devices. Shows details about your backed up and synchronized devices. For details, see "Viewing
device details" on page 76.
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Accessing files and folders online

In the Files and Folders tab, you can manage and access all your synchronized and archived files. From here,
you can upload, delete, and rearrange files and folders.

Note: Be aware that any changes, deletions, or additions you make in the synchronized folders are also
propagated to shared folders on other computers.

An example of the Files and Folders page is shown below.

Heumie PC Security Mobhike Securinyg .: cle ' I f . Passwords
Files and Folders | Activity Log | Devices Less than 1% = i ]
Storage Folder: Anywhere | Acins -
Storage Folders ka Goto:  Root
& 3 il B2
Anywhers
65 MB used Name  Size Type Created Last Modfied
Folder Tue 10MEZ012 16:0630 Tus 10162012 16:05:30
Pictures i Folder Man 121152012 19:07:50 Mon 10152012 19:07-50
5 MB wsed
13.8KE Image File Mon 10M52012 19:46-55 Mon 10/152012 19:46:57
Backup {JGALLAGH-DE3FID) 19.5 KB DOLC Fike Kon 1352012 12:02-50 Klon 10152012 19:02-53
8 Less than 1 MEB usied
859 MB  POF File Tue 100162012 16:06:34 Tue 10162012 16: 0548

The left panel shows your two default storage folders (Anywhere and Backup) and any sync folders you
created from Secure Anywhere on your computer. You can click on a folder to view its content on the right.

The Anywhere folder is a synchronization folder automatically configured for you. You can use it to access the
latest version of files that you may want to access remotely, such as when you travel. Files you place in the
Anywhere folder are synchronized with all devices in your account that have the Backup & Sync component
configured. The Backup folder is an archive folder for each device associated with your account. All files you
upload to this folder are automatically backed up according to the schedule specified in the main interface. For
more details about the Anywhere and Backup folders, see SecureAnywhere User Guide for PCs.

The Actions drop-down menu provides tasks you can perform on the folder that is highlighted in the left panel.
This menu changes depending on what storage folder you have selected.
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Backup & Sync

Actions Menu item

View Files and
Folders

Shows the content of a folder.

View Recycle Bin

Shows the contents of the deleted files folder. You can retrieve files
from the Recycle Bin, if desired.

Rename Storage
Folder

Allows you to give the folder a different name.

Delete Storage Folder

Allows you to remove the folder you select. Deleted folders are moved
to the Recycle Bin.

Note: If you delete the folder from the website, it is nof deleted from the
synchronized computers or mobile devices. However, if you empty the
Recycle Bin, the folder on your local computer or mobile device will be
deleted at that time.

Empty Recycle Bin

Removes the contents of the deleted files folder. Be aware that when
you remove files and folders from the Recycle Bin that were previously
in sync folders, those files and folders will be removed from your
computer or mobile device.

Show Properties

Displays another panel that shows the used storage space and what
computers include this folder.

Download Zip Archive

Allows you to download multiple folders and files in a single archive
file.
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Customizing the display

Within the Files and Folders page, you can switch from a details to images view, sort data, and refresh data.
Switching views

For folders that contain images, you can switch between detail view and image view. To display detailed view,
click the Detail icon as shown below.

Pictures Adons -
Goln: Aot
200 £ (< BN @
Piame Sioe Tyom Croubed Last Mockfed
| Ny M F padar Today #l 17:33:50 Todsy sl 17 3350
| My Piciures Foidar Todsy sl 173348 Todey ol 17 3349
| My Videos Fridar Todey sl 173347 Todwy 8t 17 3347
Crrysantheum g S8 KD mage Fie Todey ol 17 2238 Todey ut 17 2254
Desert pg KEKE  magu Fil Todey ot 1772238 Todey w17 2248
Fydramgeas pg 521 EE  mage Fis Todey st 172299 Todey ot 172252

To display the image view, click the Image icon as shown below.

Pictures = Aens »

Gotm:  Roed

: @
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Customizing the folder display
While you are in detail view, you can move columns and change the sorting.

To move a column:

1. Grab the column header by left-clicking on it.

2. Drag the column to its new location.

To change the sorting:

1. To select a column as the "sort by" column, click the column heading.

2. Optionally, run the pointer over the column heading.
A down arrow appears.

3. Click the down arrow to display the menu and select either Sort Ascending or Sort Descending.

Refreshing data

You may want to refresh data to make sure you have the latest version of files from all devices synchronized
with this account.

To refresh data:

Click the Refresh icon as shown below.

Anywhere Adions ~

pto: Roof
I_. D LEO &

Name = Size Type
_| Japanese Win %P Pro Folder
ViebrootBrandGuideine. 659 WB POF Fie
ViordTemplale. dot 22TKB DOT File

- 63 -



Management Website User Guide

Restoring files from the Recycle Bin

When you delete a file from a storage container, the system moves it to a SecureAnywhere Recycle Bin for

that specific storage container. If you accidentally deleted files or folders, you can retrieve them from the
Recycle Bin.

To restore a file or folder from the Recycle Bin:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click Go to Backup & Sync.

Backup & Sync

0 1o Backup & Sync

v

3. From the left panel, select the folder where you previously deleted the file.
4. Select Actions > View Recycle Bin.

Activity Log Devices

25 and rolaers AnWhErE Actions
View Files and Folders
Goto: Koot
Anywhere View Recycle Bin
Less than 1 MB us=d = + ':!]::I
— & Emply Recycle Bin
Add a Storage Folder B This storage foice ©F Show Propertos

m Dovniload as Jip Anchive

5. When the file and folders in the Recycle Bin appear, right-click the file or folder you want to restore.
Then click Restore.
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Downloading files from your account

Using any device with an Internet connection, you can download files residing in your Anywhere folder, a sync
folder, or the Backup folder. For example, if you are traveling and need access to a file, simply log in to your
Secure Anywhere account and download the file. You can download a single file or a group of files as a Zip
archive, as described below.

To download a single file:

1. From the left panel, select the folder that contains the file you want to download.

2. In the center panel, right-click the file you want to download.
SecureAnywhere displays a menu of actions.

3. Click Download.

Goto: Aol

- =

x 3 B0 ®

lame Size 1
Chrysanthemum jpg B8 KE Iy
Desertjy — Mew Folder
features Diowmioad
Hydrang .  Rename

Jemglish. 55 move

Kosdajpl €3 Delele

Lighthou
Shiow Wertions

n:
iy G} Dowmniload as Zip Archive

SecureAnywhere asks if you want to Open, Save or Cancel the download.

4. If you want to save the file, click Save and browse to the folder on your local device where you want to
save the file. If you want to open the file, select Open.
Secure Anywhere searches for the file's associated program and opens it.
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To download large or multiple files and/or folders:

1. Use CTRL-click to highlight the files and/or folders you want to download.

2. Right-click the files to open the menu and select Download as Zip Archive. Or select the Download as
Zip button, shown below.

Go bo:  Roof

O LEO @

M Size Type Created

| New Backugp Folder Foloer Yesterdey st 21:54:39

Clocuments and Seti_.. 103 KE  Image File Yesterday ol 2215153
Covef B VES fin E3KB FMFie Today at 150544
FaGs.1m 122KB  FM File Today of 17,5857
ProgramSettings.fm B4KB FM File Today &t 150332
DuickStar_WAVES fm 49HKB  FM File Today at 18:04:48

SecureAnywhere asks if you want to open or save the group of files and folders.

3. Click Save, and then select the local file folder for the zip file.
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Uploading files and folders

From any browser, you can manually upload files and folders to your online account in the Secure Anywhere
website. The Upload feature is convenient if you are traveling and are away from your main computer. You
can place files in the Anywhere folder or another sync folder to immediately synchronize files to your computer
and mobile devices. You can also place files in the Backup folder for archival.

To upload files:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click Go to Backup & Sync.

Backup & Sync

Go o Backup & Sync

¥

3. From the left panel, select the destination folder.

4. Click the Upload button (green with white plus sign).

Hoame PC Security .! | --"'I i q . Passwords
Activity Log Devices Less than 1% |
Files and Folders Anywhere Actions -

Gota:  Root

Anywhere

Less than 1 MB used = : 0
lame ‘h Type Created

Add a Storage Folder B e

Secure Anywhere displays the Upload Files popup window.

- 68 -


http://my.webrootanywhere.com/

Backup & Sync

5. Click Select Files to browse to the file you want to upload.

Upload Files *
File Sre | Progress Achon

ce

6. Browse to and select the file or folder.
The Upload progress displays in the window.

Upload Files x
File Size  Progress Action
FAQS fm 1226 N 100% Re

7. Repeat the above steps to upload more, or click Close to exit the window.
When you click Close, the uploaded files are added to the folder.

- 69 -



Management Website User Guide

Managing files and folders

From the SecureAnywhere website, you can manage files or folders by renaming, moving, deleting, and adding
them. Be aware that if you make these changes to the Anywhere folder or another sync folder, all changes are
propagated to your computers and mobile devices with Secure Anywhere installed.

Renaming a file

You can rename a file from the website. Be aware that if you are renaming a synchronized file or folder, the

change will be propagated across all synchronized devices.

To rename afile:

1. Select the file you want to rename.

2. Right-click the filename, and then select Rename. You can also click the Rename (pencil) icon, as

shown below.

Go ta: Aot

5 } : 0@

Nameg Size T
Chaysanthermum jpg A5DKE |
Desarljg '— Hew Folder
fealures

Hydrafd| " Rename

Jelyfish. E MTaove

Kodajp €} Delete

hih
Ea— Shiow Versions

Fanguin:

B  Download as Zip Archive

3. When SecureAnywhere prompts for the new name, enter the new name and click Apply.

CoverVANWES fm E3 KB FM File
Faosti 122 KB FM File
Program=ettings. fm =L Bt
Anndye
A0 LD

Today at 15:05:44

Today ak 17:56:57
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You can move a file to a different folder from the website. Be aware that if you are moving a synchronized file

or folder, the change will be propagated across all synchronized devices.

To move afile:

1. Click on the file you want to move, or use CTRL-Click to highlight multiple files.

2. Right-click on the filename, and then select Move. You can also click the Move (file hierarchy) icon, as

shown below.

Goto:  Root

- .

Hame Size 1
Chrysanthemum jpg 450 KB I
Desertfy — Meow Folder
fealures Diowmioad
Hydrarg . Rename
Koala g Ehie
Lo Show WVersions
Fanguin:

&  Download as Zip Archive

SecureAnywhere displays the Move To window, showing the destination options for the move.
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3. Select the new destination folder and click Select.

Move To

Expand AV Colanse Af
# i Root

__| Mew Backup Folder

Salect  Cancel

SecureAnywhere displays a progress bar while performing the move.

Deleting files or folders

You can delete a file or folder from the website. Be aware that if you are deleting a synchronized file or folder,
the change will be propagated across all synchronized devices. Deleted filed are moved to the Recycle Bin
where you can recover them later, if necessary. If you empty the Recycle Bin (permanently delete the files or
folders), the files are also removed from the computer and you cannot recover them.

To delete a file or folder:

1. Click on the file you want to delete, or use CTRL-Click to highlight multiple files.
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2. Right-click and select Delete or click the Delete (X) icon, as shown below.

el E@L‘}
Namee i

Chrysanthemum ibg 259 Kl
Des ] Mew Folder

Teab Downiload

Hyd " Rename

delly 53 Move

C= B

Ligh
w Ehowe Wersions

Pamn
)  Download as Zip Archive

3. When Secure Anywhere prompts for a confirmation, click OK.

Creatin

g a new folder

Backup & Sync

You can create a new folder from the website. Be aware that if you are adding a subfolder to a synchronized
folder, the change will be propagated across all synchronized devices.

To create

a folder:

1. Highlight the storage folder where you want to create a new folder.

2. Click the Create a New Folder icon, as shown below.

Fil

es and Folders

Puyrilven ¢
1 2 GH uzed

Ky Music
1 MB uzed

A ek

Backup
1 MB uszed

Backup

Goto:  Aoot

-@c;,w@

Mame Size
| Mew Backup Folider
C\Documents sind Satti.. 103 KB

Covervayvss fm B3 KB
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3. When SecureAnywhere prompts for a name,enter a name and click Apply.

Goka: Hoal

“h

10/ LEO @

Tame Size Type Created

Fiolder
| Mew Backup Folder
Ao Caneal
ChDocuments and Seft., T3 HEE  aemage 1 i | T L LR ]
ConverWEANVES im E3KB FMFia Taday &t 150544

The new folder is added to the storage folder.
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Viewing the version history

You can save up to five previous versions of a file. (If you save changes a sixth time, your most recent versions
are saved and the oldest version is removed.) You can download any of those saved versions.

To view the version history:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click Go to Backup & Sync.

Backup & Sync

G0 o Backup & Sync

v

3. Right-click on the desired file and select Show Versions.

Go bt Roof
- b ¥ £l
X i - R L0 O
MHame Size
Chrysanthesmum. ipa 859 K]
Des ) Mew Feider
feah Downioad
Hyd /' Raname

Jually E! Move
Koa €3 Delote
Ligh
4 Zhow Versions

Pen
& Downioad as Zip Archive

The Version History panel opens. The first file, Index "0," is the most current version.

4. If desired, you can download a previous version by right-clicking on its row and clicking Download. You
can also reset a file to the current version by selecting Set Current or remove an old version by clicking
Delete.
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Viewing device details

The Devices tab displays information about each device with Backup & Sync configured. It also shows the
storage folders associated with each device.

To display details about a device:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click Go to Backup & Sync.

Backup & Sync

0 1o Backup & Sync

¥

3. Click the Devices tab at the top of the page.

Hoime PC Security Mobile Securnty . Ak i i‘"l "i
Files and Folders Activity Log .I viCp . I 2%

Devices

My PC My Laptop

4. Click on an individual device.
The details window pops up, as shown in the following example.
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—r
[
i

i houl I. Storage Folders
My PC ea:

Host Marne LAGH JGAL- 3FI0DE
Cperating System 2 :-I_I

Last Connectad: Vasterday at 19:35:4
Typa Dazktop Computar
Deautharize X |

The table below provides descriptions for the device details.

Backup & Sync

Device details

About tab:

Title By default, SecureAnywhere shows the host name. Click the Edit link to
change the name, then click the green checkmark to save the new name.

Host Name The host name of the device.

Last Connected

The date and time this device was last synchronized.

Type

The type of device, such as Desktop Computer.

Deauthorize

Click the X to disconnect this device from the account.

Storage Folders tab:

(Names of folders)

Shows a list of synchronized folders associated with this device.
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Viewing the Activity Log
The Activity Log keeps track of all user activity for all folders and devices associated with your account.

To view the Activity Log:

1. Open your browser and go to my.webrootanywhere.com. (See "Logging in to your account" on page 6.)

2. Click Go to Backup & Sync.

Backup & Sync

Go o Backup & Sync

&

3. Click the Activity Log tab at the top of the screen.
A sample Activity Log is shown below.

Home PC Secunty Mobile Securty . Hack ii .
Fies ana Folers TR Devces I

I-{

Activity Log

Date Activity Item Storage Folder By Lear  Yis Dewice
Wed 1000302012 17:47.,. Delate QuickStart VIEC Im [, Afyvwhére jale0s | ebPorial
Wed 100320121747, Creats QuickStart VWESC.Im (.. Anywhare ole082... VebPorial
Wed 10032012 17:34.,, Crests Besthoven's Symphon.,, Piclunes jolie0S | JGAL

The following table provides descriptions for each column.

Activity Log

Date The date and time the activity was performed.
Activity The type of activity performed.

Item The file or folder name associated with the activity.
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Activity Log

Storage Folder

The name of the Storage Folder where the activity took place.

By User

The Secure Anywhere account ID of the user.

Via Device

The name of the device where the activity took place. This will either
indicate a device name or display "WebPortal" for activity that took

place from the website.
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Using the Windows Store app for Backup & Sync

If you purchased a multi-license edition, you can download the Backup & Sync Windows Store app to a
Windows 8 or RT device.

Note: For further instructions, see User Guide for the Backup & Sync Windows Store App.

To download and install the Windows Store app:

—

From the Windows Start screen, select the Store tile.

2. From the Store, go to the Productivity category.

3. Locate the Webroot Backup & Sync app and select Install.

4. When you see the Webroot tile on your desktop, select the tile to open Backup & Sync.

5. At the first screen, enter your Webroot account login credentials and your keycode.
The Backup & Sync app will synchronize with your Webroot account in the cloud. If you have folders in
your account, you will see those folders appear, similar to the following example:

WEBRDOT
Welcome

SecureAnywhere e
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Backup & Sync

The Backup & Sync app provides options for managing your files and folders, as described below:
o A taskbar provides options for adding files, refreshing the display, selecting all files, viewing details,

and creating a new folder. (This taskbar is available at the bottom of the panel.) When a folder view is
displayed, the following options appear:

® © & 6 @

Refresh Select All Deetails MNew Folder

If a file is selected, additional options appear for deleting files, clearing selections, and saving files:

® ® &

Drelete Clear Selection Save

e The Charms bar provides access to Backup & Sync settings. (Move your mouse to the bottom, right
corner to display these options.) Click on Settings to access the Backup & Sync settings, which allows
you to view app information, access Help, view account settings, and change permissions.

The following Backup & Sync Settings appear:

Settings

About

Help

Account Settings

Permissions

- 81 -



Management Website User Guide

Viewing account details

To view information about your Backup account, click the blue Information button in the upper right corner:

Less than 1% 78 MB of 50 GB space used

A panel opens that shows your account details, storage space and user details.
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To get started with Secure Anywhere password management, see the following topics:

Getting Started with PassWords . ... .. 84
Using the Password Manager toolbar . ... ... .. . i 87
Accessing Passwords from your account ... 90
Capturing login credentials ... ... .. 93
Capturing login credentials while in awebsite .. . 93
Defining login credentials from the SecureAnywhere website ... ... . ... ... .. 95
Capturing additional login credentials ... ... 97
Logging in to password-managed sites ... lllll.. 99
Logging in to Sites from a brOW S e . 99
Logging in to sites from the SecureAnywhere website .. ... .. .. ... 100
Generating Secure PasSWOIAS . ... ... 101
Updating password-managed sites ... . 103
Exporting and importing data ... ... .. 106
Importing passwords from other applications . ... ... .. ... 106
Exporting user names and passSWOrdS ... . 107
Using Form Fill Profiles . ... 110
Creating Form Fill profiles .. L 110
Populating fields with Form Fill profiles . . ...l 112
Editing Form Fill profiles . ... L 113
Setting PreferenCeS .. 114
Using Other BroWSers . 117
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Getting Started with Passwords

If your Secure Anywhere edition includes Passwords, you can use the following features:

o Capture user names and passwords and fill them in automatically when you access a website.

o Set up a profile you can use to fill in more extensive web forms automatically, such as credit card
payment forms.

o Generate secure passwords for all your commonly-used websites.
With the Password Manager, you will never need to remember multiple login names and passwords, write them

down on paper, or store them in an unencrypted file on your device. Plus, the Password Manager works across
all your devices, including laptops, mobile phones, and tablets.

* Website Logins

* Automatic Form
Fill

@ * Strong Password

Generation

Important note about the security of your Password Manager data: To keep your data safe from
hackers, the Password Manager encrypts all your personal data on your local computer.

Secure Anywhere uses the same encryption method employed by the US Government for Top Secret
data. The encrypted data is meaningless to Webroot and to anyone else without the decryption key. This
key is stored on your own computer and is created using your email address and master password. This
personal data is never sent over the Internet.
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To get started with Passwords:

L.

Passwords

If you have not yet created an account in the SecureAnywhere website, click Sign up now in the Create

an Account panel. For detailed instructions, see "Creating an account" on page 2.

2. Open Secure Anywhere on your computer and make sure the Passwords component is configured. For

detailed instructions, see SecureAnywhere User Guide for PCs.
The Password Management panel looks similar to the example below.

. IROOT
SecureAnywhere
Ddiesy PC Secufily Ideitity & Privacy Backip & Sy Syalem Tools iy AEEnusd
Ny Sideld Passwird Management is On
Password Management Passwaord Management ma
Klanage My Kismtity Online
Wanage your persanal infarmiation, websites, and passwords at your My Wabrood account
ritl
Securednywhere has used 0.54% of your CPU since instaliation and 0.210% disk space. Average scan ime is 2.6 minules

If desired, you can install the SecureWeb app on your mobile devices for password management. For

instructions on installing the apps on your mobile devices, go to
http://wwwS5.nohold.net/Webroot/Loginr.aspx?login=1&app=vw&solutionid=903.

Once the Passwords component is configured on your computers and mobile devices, access your online

account by logging in to my.webrootanywhere.com.

From the Home panel of the website, click Set Up Account Now in the Passwords panel.

Passwords

S&l Up Accoun! Now
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When the Passwords component is configured, the Set Up Account Now button changes to Go to
Passwords. (This may take about 15 minutes.)

6. Make sure your user account has Password Services enabled. See "Managing users" on page 18.

7. Click Go to Passwords to access the Password Manager.
The Passwords panel opens, similar to the example below.

Maobile § t kup & Sy I II
»
F & Fer ’ - ¢ " .
¥ S 2 P Favornes & Foam Fill profiles w Pawwecrds (0 Myldentity actions
A I
Find a sita Search il e sy
Add group
Add Fonm Fill profie
Kama LIl niaimas Passwoin
pien 3 T avoaines
Defaushl i [0 Open & Wiew dieleled iems

Wrw huslory

Wiew Hewver iyl
Il Bookmarklars
lifgHHAT dala

Expont data

A Webroot Secure Anywhere icon appears in the toolbar of your browser, along with a drop-down arrow

and menu of features. To access Password Management functions, click on the drop-down arrow and log
in to your Secure Anywhere account (use your Secure Anywhere login credentials). Tip: If you do not see
the icon in your browser, reboot your machine.

Internet Explorer:

x @ Webroot v[%

Firefox:

‘|

When you are logged in to your account from the toolbar, Secure Anywhere prompts you to save login
credentials whenever you access a website that requires a user name and password. For details, see
"Capturing login credentials" on page 93.
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Using the Password Manager toolbar

You can access Password Manager functions from your browser’s toolbar. When you are signed in to your
Webroot account from the toolbar, Secure Anywhere can automatically fill in your login credentials for sites
that require a user name and password. The toolbar also allows you to access favorite sites, auto-fill data into
web forms, and other tasks.

To access Password Manager functions in your browser's toolbar:

1. Open Internet Explorer or Firefox.

2. Log in to your SecureAnywhere account by clicking the Webroot icon in your browser’s toolbar.

Internet Explorer:

X (@ webroot v[:% :

Firefox:

‘|

3. Inthe dialog, enter your Secure Anywhere user name and password.
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4. Once you are logged in, click on the drop-down arrow to display the Passwords menu:

i Oﬁle Edt “iew Favorites 7|

€' Logoff: erd@wetroot.com

(=) Recently Used ]

0 Sites ]
Open Favorites

%4 Fill Forms r

40k Preferences

TLE

a5 Tools r

£ Save Al Enkered Daka

From this menu, you can log in to your sites, fill forms with personal data, save data entered into forms, and set
preferences for the Password Manager. See the following table for more information.

Passwords menu

Logoff Logs out of your Webroot Secure Anywhere account.

Recently Used Click the arrow to access a list of password-managed sites that you
recently visited.

Sites Click the arrow to access a list of all password-managed sites that you
defined, organized by group. If you did not specify a group for a site, that
group is listed under (none). Sites allows you to save credentials while
the website is loaded (the Password Manager will save as much data as
it can from the website fields currently displayed).

Open Favorites Opens websites you designated as a favorite when you captured login
credentials for the site. You can view, edit, and delete sites in your
Favorites list. For more information, see "Updating password-managed
sites" on page 103.

Form Fills Click the arrow to access form-fill commands. You can use a form-fill
profile to populate fields in the currently displayed website, edit or delete
a form-fill profile, add a form-fill profile, and clear fields in a form.

Preferences Opens the Preferences dialog for modifying the behavior of the Password
Manager. For more information, see "Setting preferences" on page 114.
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Help

Opens the Webroot SecureAnywhere Help website.

Tools

Click on Tools to access:

Generate Secure Password. See "Generating secure passwords" on
page 101.

Site Search. If you defined numerous password-managed sites, use this
search feature to find the site you need.

Recheck Page. Some sites use Javascript or Ajax to dynamically show
the login form. If this is the case, you can click Recheck Page to properly
fill in the saved login fields.

Refresh Sites. If you edited site information and the changes don't
appear immediately, click Refresh Sites to force the changes.

Import From. See "Exporting and importing data" on page 106.
Export To. See "Exporting and importing data" on page 106.

Print. Allows you to print your password-managed site information.
Clear Local Cache. If you use the Password Manager from a public
computer, the encrypted data is stored on that computer. Select Clear
Local Cache to remove any files stored during your session.

Add Site. See "Capturing login credentials" on page 93.

Save All Entered Data. Saves all the information entered in fields. See
"Capturing login credentials" on page 93.

(Current Site Name) Click the arrow to access Password Manager
functions for the current website (only appears if a password-managed
site is currently displayed). Functions include auto-filling fields in the
website, copying your user name and password to paste in another site,
editing the site information, and deleting the site information.
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Accessing Passwords from your account

You can access all your saved credentials and other personal information from your account in the
SecureAnywhere website. In the Passwords page, you can also edit information you saved for logins, form-
fills, and favorite sites.

To access the Password Manager functions from the SecureAnywhere website:

1. Log in to my.webrootanywhere.com.

2. Click Go to Passwords.

Passwords

@

R

Sacurely edil your profile and
passward information for any

with Iniemet access

Go o Pagswords

of your
profecied Web sites from any opmpiter

The Passwords page looks similar to the following example. When you begin saving login credentials

and organizing them in groups, the definitions appear under the Sites tab.

Hame B Se

Find a sita

* Name

= Doedault gioup

sty Maobule Securrty Backup & Sync -':I"'“""'-" I
' Favornes (01 —: Feam Fill profibes (03]
Search Stvows il i
LT T e Fasswom
L]

s Passvecrda (0

Myldenting actions

Asd sile

Asd group

Aadd Form Fil profie
Coparn 3 Faviines
Wiew deleled fems
Wirw history

Wiew Hewver sl
1ALl Bookimdarklal s
gt data

Expaoatt deata

The following table provides a description for each feature on the Passwords page.
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Passwords page

Sites

Provides a list of password-managed sites. You can edit, open, or delete
previously defined sites and the groups you created for them. See
"Capturing login credentials" on page 93.

Favorites

Provides a list of sites you have designated as a favorite when you
captured login credentials for the site. You can view, edit, and delete
sites in your Favorites list.

Form Fill profiles

Provides a list of profiles you have defined to fill in forms. You can
view, edit, and delete Form Fill profiles. See "Using Form Fill Profiles"
on page 110.

Passwords

Provides a list of generated passwords. You can view, edit, and delete
generated passwords. See "Generating secure passwords" on page 101.

Myldentity actions >
Add site

Allows you to manually define login credentials for a password-managed
site. See "Capturing login credentials" on page 93.

Myldentity actions >
Add group

Allows you to define a group for password-managed sites. Groups help
you organize sites into categories for easier viewing. When you add a
group, it is added to the group drop-down list available for selection when
you define credentials on a website.

Myldentity actions >
Add a Form Fill profile

Allows you to define a profile that will be used to fill in forms
automatically. A profile includes such personal information as your
name, address, and credit card numbers. This feature saves you from
manually typing your personal data into web forms every time you make
an online purchase, complete a survey, and so on. For instructions,
"Using Form Fill Profiles" on page 110.

Myldentity actions >
Open all Favorites

Allows you to open sites that you specified as Favorites. All the sites
open at once in separate tabs of your web browser, which can be
convenient if you use the Passwords page as your browser’s home page.

Myldentity actions >
View deleted items

Allows you to view and recover any groups or sites you previously
deleted.

Myldentity actions >
View history

View a list of tasks you performed with the Password Manager.

Myldentity actions >
View Never list

Allows you to suppress the toolbar prompts for specific websites. In the
dialog, select the type of prompts to suppress and enter the websites
where you do not want to see those prompts.
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Passwords page

Myldentity actions >
Install Bookmarklets

Allows you to create Bookmarklets, which help you access data if you
are traveling, have a mobile browser, or are using an unsupported
browser. See "Using other browsers" on page 117.

Myldentity actions >
Import data

Allows you to import data from another password-management
application. For instructions, see "Exporting and importing data" on page
106.

Myldentity actions >
Export data

Copy your user names and passwords into an Excel spreadsheet. For
instructions, see "Exporting and importing data" on page 106.

Recently visited sites

Shows a list of recently visited sites.
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Capturing login credentials

When you are logged in to your Secure Anywhere account and access a website that requires a username and
password, the Password Manager automatically detects any information you enter into login fields and prompts
you to capture the credentials. Later, when you open that website again, the Password Manager can populate
the fields or log you in automatically.

Two methods are available for capturing login credentials:

e Open a website and allow the Password Manager to capture the information as you type it. This is the
quickest method.

e Manually define login credentials in the Passwords page of your online Secure Anywhere account.
Capturing login credentials while in a website

To capture login credentials:

1. Make sure you are logged in to your Secure Anywhere account. (Click the Webroot icon in your
browser’s toolbar, then enter your Secure Anywhere user name and password.) If you are not logged in,
you will be prompted to do so.

Internet Explorer:

x @ Webroot - %
Firefox:
W [J
2. Open a website that requires login credentials, such as a banking site, an account with an Internet

vendor, or a social media site.

3. Log in to the site with your user name and password.
As the site logs you in, the Password Manager detects the user name, password, and URL. It then
prompts you to save the login information from a green toolbar near the top of your browser.

4. From the prompt, click Save Site.

{l Save Ste | )| Never For This ... | | Mot Now

Link24 Online Banking Ysermsams & Password @
== Sion Up | Towr | Password  [MvName p—

The Add Webroot Site dialog opens with the web address already displayed in the Name field, such as
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"my.bank.com." (The user name, password, and URL have been saved automatically and do not appear
on this dialog.)

wwebroot

ama
my. bank. com
Group
Make This a Favorite

| Require Password Reprompd

— AutoLogin

Save St Mo Thanks

5. Optionally, you can specify more information about the site and how you want to access it in the future,
as described in the following table:

Add Webroot site

Name The web address is used for the site name, unless you want to
change it to something simple, such as "My Credit Union."

Group You can define a name for a group or select one from the list (if you

already defined groups). By defining a group, you can organize sites
by categories, such as Banking and Shopping. If you do not enter a
group, the site is categorized in a default group.

Make This a Favorite | If you access this site frequently and are storing login credentials for
numerous sites, you can select this checkbox to save this site to your
Favorites list. You can quickly access your Favorites using the Open
all Favorites option from the Passwords page.

Require Password Click this checkbox if you don't want your password automatically
Reprompt filled in the field, and instead, want to manually enter the password
yourself. This setting also requires you to enter your

Secure Anywhere master password before editing the site
information.

AutoLogin If you want to bypass the password prompt and log in automatically,
select this checkbox.
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6. Click the Save Site button.
The system saves the information, which you can then view in your online Secure Anywhere account.
The next time you access this website, make sure you are signed in to your Secure Anywhere account so
the Password Manager can automatically fill in your login credentials. See "Logging in to password-
managed sites" on page 99.

Defining login credentials from the SecureAnywhere website

To define login credentials:

1. Log into my.webrootanywhere.com and click Go to Passwords.

2. On the far right of the panel, click Add site under "Myldentity actions."

Myldentity actions

Add site I

Add gmugr)

Add Form Fill profila
Open all Favorites
View deleted iems
View hislory

View Never list
Install Bookmarklets
Imiport data

Export data

3. At the prompt, click Yes, let me manually add a site.
The Add Site dialog opens.
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Add site

L o e (e PROEREON 10 aakd @ reea Sle

Hewi

3l i

13

Uhsel mne

P n v o

Modes

ot

how in

Faworites (=] Mg ary Bl

Flepiadeadl fof foirs Svwird Avidem. e ally Wi IF

4. Fill in the Add Site dialog, as described in the following table.

Add Site dialog

Name Enter a name for the website (for example: My Bank). This
name is displayed in Secure Anywhere prompts.

Group Define a name for a group or select one from the list (if you
already defined groups). By defining a group, you can
organize sites by categories in the Passwords page and in the
SecureWeb apps, such as Banking and Shopping. If you do
not enter a group, the site is categorized in a default group.

URL Enter the URL of the website’s login page (for example:
http://www.website.com/login).

User name Enter your login name for the site.

Password Enter your password for the site.
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Notes Optionally, enter any extra information that might be helpful,
such as your PIN number for a bank account.

Options If desired, select any of the following:

Show in Favorites. If you access this site frequently, you
can select this checkbox to create a Favorites list. You can
then use the Open all Favorites option from the Passwords
page.

Reprompt for password. Click this checkbox if you don't
want your password automatically filled in the field, and
instead, want to manually enter the password yourself. This
setting also requires that you enter your Secure Anywhere
master password before editing the site information.
Automatically fill. Keep this checkbox selected if you want
your user name and password automatically filled in when
you access the site. Otherwise, de-select this checkbox.
Automatically log in. If you want to bypass the password
prompt and log in automatically, select this checkbox.

5. Click the Add site button.
The next time you access this website, make sure you are signed in to your Secure Anywhere account so
the Password Manager can automatically fill in your login credentials. See "Logging in to password-
managed sites" on page 99.

Capturing additional login credentials

Passwords

Some websites require more than a user name and password for a login, such as the last four digits of your
social security number or medical plan number. If you frequently access a site with additional login credentials,
you can use Save All Entered Data to capture those extra fields.

To capture other types of login credentials:

1. Make sure you are logged in to your SecureAnywhere account. (Click the Webroot icon in your

browser's toolbar, then enter your Secure Anywhere user name and password.)

Internet Explorer:

@ YWebroot v%

Firefox:

‘|
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2. Open the website and fill in the required fields.

3. From the Secure Anywhere drop-down menu in the browser, click Save All Entered Data.

m
L

i) Webroot - | Fis View  Favortes

(" Logeft:

(&) recently Used *

&5 Sites 4
Cpen Faverites

4 Fil Forms *

¥ Preferences

) Help

g% Tooks »

[+]Save Al EnteredData
Ay

The Edit Site Information dialog opens. This dialog shows data that it captured from the site. It captures
all the fields it can, even if you did not enter data in those fields.

& Edit Site Information

wwebroot

E URL L iy g ) te. caen o _rey_sessurvt s
! e drg<40) e, oo Groug b
| meics
I precrs

B 1

poe Sho
| Clravrite Dlotever sesord
P T T — [ auteiagn Mumber of fields saved: 3

e ]

4. Make any changes that you want, then click OK.
The next time you access this website, make sure you are signed in to your Secure Anywhere account.
The Webroot Secure Anywhere icon appears at the end of the fields to indicate that the login credentials
are stored in the Password Manager. (For drop-down fields, the icon is not shown.)

- 98 -



Passwords

Logging in to password-managed sites

After you define login credentials for a site, the Password Manager can automatically log in to the site from a

web browser on a computer or from the SecureWeb app on a mobile device.

Logging in to sites from a browser

Make sure you are logged in to your Secure Anywhere account. (Click the Webroot Secure Anywhere

L.
icon in your browser’s toolbar, then enter your Secure Anywhere user name and password.)

Internet Explorer:

X @I Webroot v%

Firefox:
@[j
2. Youcan log in to a site from the browser toolbar or by opening the website:

e Toolbar. From the Webroot Secure Anywhere toolbar, click on the drop-down arrow to open the
menu, click on Sites, and select a password-managed site from the list.

@ » File Edt View Favortes Tools Help
© Logoff: er@webroot.com l @ Welcome to Tabbied Brow
(=) Recently Used k]

2 Favorkes L

=“; Sites
31%

Open Favorites
, Schaal ¥

| & & Fil Forms
e Website. In your browser, open the website. The Password Manager remembers how you defined

the site. For example, if you specified auto-fill, it automatically enters the login credentials for
you. The Webroot Secure Anywhere icon appears at the end of the fields to indicate that the login

information is stored in the Password Manager. The user name and password fields are
automatically filled in, unless you selected Require Password Reprompt in the Add Webroot Site

dialog.

User Name

|Gallagher wl

Pagsword

Etuuu -ﬁ
I Log In | prablems lagaing in?
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3. If you defined more than one login for a single website, the Password Manager prompts you to select the
desired login credentials. Click the AutoFill button to display the different site names and select from
one of them to fill in the fields.

lautosl (D). | [obievec....| X
Username @ lﬁss-.-.rnrd (2]
| | w [co]

Logging in to sites from the SecureAnywhere website

1. Log in to my.webrootanywhere.com and click Go to Passwords.

Passwords

Sacurely edil your profila and

passwoard information for any of your
m profected Web sies from any computer
T
with Internet access

R

Go o Passwords

The Passwords page looks similar to the following example. Y our password-managed sites appear in the
Sites and Favorites tabs.

1 5 » 5 : 5
i sies (%) W ravontes (1 & Form Fill profies 2 ¥ Passwords |0 Myldentity sctions
Fimd & site . Sparch Show i siles Addd wite
Add groug
Ald F w F ol paroifiie
= Neairee Usir namme Pazsword -
Opan all Favodiles
v Dwrdasl grosy [0 Orpen 3 Virw deleted ibems
W Pl S ROy
v email (1 Open sl Edil Deiete
Wi Mrver BsL
2 Googie Galighe Sharm ™ ’ Pl | Delsle
nsiall Honkmarkleis
v School 1 Openal | Edi Delste mport dais
|4 portaitvsaong Galaghe Shawm J Edil | Delsie P daits

2. To open a site, double-click on the site name from the Sites tab or Favorites tab. You can also select
Open all Favorites from Myldentity actions.
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Generating secure passwords

You can use the Password Manager to generate a strong, hack-resistant password for any website. A strong
password is difficult to guess and helps protect you from identity theft. You don't need to remember these
automatically generated passwords. When you access this web page again, the Password Manager
automatically fills in the password field for you.

To use the password generator:

1.

Make sure you are logged in to your Secure Anywhere account. (Click the Webroot Secure Anywhere
icon in your browser's toolbar, then enter your Secure Anywhere user name and password.)

Internet Explorer:

x @ Webroot v%

Firefox:
w hI
Access a password-protected web page and click inside the password field.

The yellow Password Manager toolbar opens.

Click Generate from the toolbar. (If this toolbar doesn’t appear, click the drop-down arrow next to the
icon, then select Tools > Generate Secure Password.)
The Generate Secure Password dialog opens.

[Gcntra:z | [-':E'.-'!:’FII'-I'I&... ] X

D Generate Secure Password

wwebroot

[™ show Advanced Options

| sRwwtiFf -
AEENERENEENERNNEREEE
Generate | Accept | Cancel |

4. Click the Accept button to use the randomly generated password shown in the field. (If you are not

logged in or you are not accessing a web page with a password field, a Copy button appears instead of
the Accept button. Click Copy to copy the password to your clipboard. You can then paste the password
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into a password field.)
Once you click Accept, the new password is filled into the Password and Confirm Password fields in
your web page.

5. If you want a different password than the one shown, you have several options:

e Click Generate to create another password, then click Accept. You can keep clicking Generate
until you are satisfied with the password displayed in the field.

e Click in the Show Advanced Options checkbox to display more options for password generation,
select the items you want, then click Generate. You can keep clicking Generate until you are
satisfied with the password displayed in the field, then click the Accept button.
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Updating password-managed sites

You can modify captured site information from a web browser or from the Passwords page of your

Secure Anywhere account.

To edit password-managed sites:

1. Open a web browser.

2. You can either use the toolbar or the Passwords page:

Passwords

o Toolbar. Sign in to your SecureAnywhere account. Access the site you want to edit. From the
drop-down menu, select the site name at the bottom, then click Edit.

@) Webroot » | Fle Edit View Favorites Tools Help

I F3
Q Logoff: £ i
I:?:]Rt:t.-‘:s Used g =N
15 Sites (= ]
Open Faverites 2
I
4§ Fl Forms i elp
£ Preferences
o Hep.
K Toos b
&) Save All Entered Data
B 2mazon.com (myname company.com) ] AutaFil
Copy Uisarnams
Copy Password

Go toLRL &

Deiete

o Passwords page in your SecureAnywhere account. Log in to my.webrootanywhere.com and
click Go to Passwords. Locate the row for the site you want to change, then click Edit.

* Personal (2)

(€ comcast Galagher
% tennislink.usta.com Calagher
* Shopping (1)

8 amazon Galagher

Showw

Show

Show

L

Cpen ol | Ecit
Ecit
Bt

Open al | Bt
& Ecit

Delete
Dalela
Dheletia

Chalete

Delete

The Edit Site Information dialog opens, as shown below. (This dialog looks slightly different if
you loaded it from the Passwords page.) Depending on what information you originally defined for

the site, this dialog may display different fields.
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@ Edit Site Information

LRL WA BMBZON. COm
Hame Amazon.com Grouo Shapong w
Username miyname Ecompany.com e
Pt i

|EEEEEEE
Nates
[Iraverite || mever Autoril Edit Porm Fiekds
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The following table provides a description of each field.

Edit Site Information dialog

URL The URL of the website's login page, which should not be modified
unless the URL has changed.

Name The site name.

Group A group you defined and assigned to this site (if any).

User name Y our login name for the site.

Password Your password for the site. Click Show if you want to see the actual
password characters.
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Notes

Any extra information about this site, such as a PIN number.

Options

If desired, select any of the following:

Favorite. Select this checkbox if you access this site frequently and want
to add it to your favorites list. You can then use the Open All Favorites
feature from the Passwords page.

Require Password Reprompt. Click this checkbox if you don't want
your password automatically filled in the field, and instead, want to
manually enter the password yourself. This setting also requires that you
enter your Secure Anywhere master password before editing the site
information.

Never AutoFill. Select this checkbox if you do not want the fields in the
website automatically filled when you access the site.

AutoLogin. Select this checkbox if you want to bypass a password
prompt and go directly to the web page.

Fields/Edit Form Fields. If this site includes fields that were captured
with Save All Entered Data, the fields appear in this form. (There may
also be a link to Edit Form Fields.)
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Exporting and importing data

You can import passwords into Secure Anywhere from another password-management application or export

data from Secure Anywhere to an Excel file.

Importing passwords from other applications

If you are currently using another password-management application, you can import data from that application

into Secure Anywhere’s Password Manager.

To import passwords from another application:

1. Open a web browser.
2. You can either use the toolbar or the Passwords page, as follows:

e Toolbar. Sign in to your SecureAnywhere account. From the Webroot Secure Anywhere drop-
down menu, click Tools, then Import From. A list of applications appears in a submenu. In the
submenu, select from the list of password-management applications.

{‘- = File Edt View Favorites Took Help
|} - I
O Logoff: er@webroot.com @ welcome to Tabbed Br... X |
(5) Recently Used ’ -
@ Sites ’
Cpen Favorites b
44 Fill Forms 8
40k Preferences
& Help....
e [ ———
“= Refresh Skes
) Save all Entered Data "'_j :
£® Expart To ! ¥

o Passwords page in your SecureAnywhere account. Log in to my.webrootanywhere.com and
click Go to Passwords. Under Myldentity actions, click Import data.
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3. From the dialog, click the arrow next to the Import data from field and select a password-management
application. Click Continue.

4. Follow the on-screen instructions for importing passwords from that application. (Since every password
application is unique, the instructions for importing data from each one is also unique.)

Exporting user names and passwords

You can use the Export feature to transfer all your Password Manager data into an HTML file, XML file, or a
CSV file that can be opened using Microsoft Excel. The Export function is available from the Passwords page
or from the drop-down menu in a browser.

To export data from a browser:

1. Make sure you are logged in to your Secure Anywhere account. (Click the Webroot Secure Anywhere
icon in your browser’s toolbar, then enter your Secure Anywhere user name and password.)
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2. From the drop-down menu, click Tools, then Export To.

@ = File Edt View Favortes Took Help
O Logoff: er@webroot.com | 8 welcame bo Tahbed Brow... X
(=) Recently Used v I .
& sites k

Cpen Favorites b
# 4 Fil Forms ¢
£ preferences
i Help. ..
£ Save dll Enkered Data SR hari St

€17 Import From K

3. Select one of the export options.
A dialog opens that asks for your Secure Anywhere master password.

4. Enter your SecureAnywhere account password and click Sign In.

5. If you selected Webroot CSV File or Webroot Encrypted File, you are prompted for a file name and a
directory to store that file. If you selected a browser, our password data will be exported into the
browser’s built-in password manager.

To export data from the Passwords page:

1. Log in to my.webrootanywhere.com and click Go to Passwords.

Under Myldentity actions, click Export data.

From the dialog, enter your SecureAnywhere master password and click OK.

> »n

The Export Data dialog opens, similar to the following example. In this dialog, you can see all the
information for your sites, passwords, and form-fill profiles.
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Click Save to File or Send to Printer.
If you are saving a file, another dialog opens that allows you to select a file format.

Click Export Data.

If you are printing the data, your data is saved to an HTML page and another dialog opens where you
can select a printer and click OK.
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Using Form Fill Profiles

You can use SecureAnywhere’s Password Manager to automatically populate web forms with personal
information that you commonly enter in fields, including your name, address, and credit card information. For
example, you may want to create a personal profile with all your contact information, and several profiles for
each credit card you use for Internet shopping. Then you can use a personal profile to automatically fill in your
name and address in the fields, and another profile to automatically fill in your credit card information.

Creating Form Fill profiles

Before you can populate web fields with personal information, you must first create a Form Fill profile. You
can create a profile from the website browser or from the Passwords page of your Secure Anywhere account.

To create a Form Fill profile:

1. Open a web browser.
2. You can either use the toolbar or the Passwords page:

e Toolbar. Sign in to your SecureAnywhere account. Access the site you want to edit. From the
drop-down menu, select Fill Forms, then Add Profile or Add Credit Card.

i@ Webroot - | File Edt View Favorites Toos Help

(=) Recently Used v
{53 Sites 4
Cpen Favorites

Mo ETE

£k Preferences Add Profie
0 Hep... Add Cr|aft Card

ﬁ'mj ] Clear Forms

o Passwords page in your SecureAnywhere account. Log in to my.webrootanywhere.com and
click Go to Passwords. Click the Form Fill profiles tab. Under Myldentity actions, click Add
Form Fill profile. Then select either Add Full profile or Add Credit Card profile.
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The Edit Form Fill Profile dialog opens. (This dialog looks slightly different if you loaded it from
the Passwords page.) If you selected Add Credit Card, only the Credit Card Information and
Notes tabs appear in this dialog.

& Edit Form Fill Profile

wwebroot

Profis Nime |

Peesoral nformater | Conteet irformaton | Credt Card Informanon | Bark Account [nformaton | Custom Feids | hotes

Tige Fimase SEBCT w Loty

Fri e gl L

Middie Fame Agigdress 2

Lot Mamg Asdress 3

BT City | Town

e Figase Seect w Loty

Breny s et Stase [ Provnge w

S0 STy Measber

Country Urvied States w
Timg I (<0700 Mountaim Time (LIS & Can w
| Amours Fasseond Reorompt
f ¥
i .3 ] | G| | FieiD

In the Profile Name field, enter a name that defines this profile, such as Personal Info or My Visa.

Enter as much information as you want in each field. (Click on the tabs for Personal Information,
Contact Information, Credit Card Information, Bank Account Information, Custom Fields, and Notes to
move between panels.)
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5. The Custom Fields tab can be used to create fields that aren’t listed in this Form Fill dialog. In Text,
enter the text from a field on a web page. In Value, enter the information you want automatically filled
into that field. (Multiple lines are allowed, but keep in mind that multiple lines can only be filled into a
multi-line text box, not a single-line text box.)

6. If you want to require a Secure Anywhere master password before editing the Form Fill information,
click the checkbox for Require Password Reprompt.

7. When you’re done, click OK.

Populating fields with Form Fill profiles

Once you define Form Fill profiles, you can use them to populate your personal information into web fields
from a browser or from the SecureWeb app on a mobile device.

1. Access a website that requires you to enter personal information into fields (name, address, credit card,
and so on).
The yellow Password Manager toolbar opens.

2. Click Form Fill and select the profile from the pop-up menu. (If you want to fill only specific fields, use
your mouse to highlight the fields before you select the profile.) If this toolbar does not display, click the
drop-down arrow next to the Webroot Secure Anywhere icon in your browser’s toolbar, then select Form
Fills > profile name > Form Fill.

| Fll Foem (2] ] [ Ganerate ‘ [ e

My Personal Info  Alt+Page Dovn |

MyVaa ) AltiPagelp

|
Agd Profie |
Agdd Credit Card

Claar Forms

The Password Manager transfers any information that applies to the fields.
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Editing Form Fill profiles

You can manage and access all your Form Fill profiles from a browser or from the Passwords page of your
online Secure Anywhere account.

To edit Form Fill profiles:

1. Open a web browser.
2. You can either use the toolbar or the Passwords page:

e Toolbar. Sign in to your SecureAnywhere account. Access the site you want to edit. From the
drop-down menu, select Fill Forms, the name of the profile you want to edit, then Edit.

ﬂ Webroot » Fle Edit \Vew Favortes Tools Help x
m ..:l;u‘l; jobegalacher Swebroot. com s B -
(=) Recenty Used b %
3 Ses b

Opéen Favorites |
]+ <s 5 |
&5 Prefesences T o
D=0 Add Prafie %
IR Tooks b Acd Credt Card epel

Clgar Formg

o Passwords page in your SecureAnywhere account. Log in to my.webrootanywhere.com and
click Go to Passwords. Click the Form Fill profiles tab, then click Edit next to the profile you
want to edit.

| Sites (5) @ Favorites (1) | g& Form Fill profiles (2} | 5 Passwords (0)
Find a Farm Fill profile Enler a ward or phrase | /| Search Show all Form Fill profiles
w Name Type
i8] My Personal Info Full Edt | Dekia

] My Visa Full Hlﬂ“lﬂ

3. Edit the desired information, then save your changes.
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Setting preferences

You can set several preferences for the Password Manager, such as how notifications appear and what hotkeys
you can use for shortcuts.

To set Password Manager preferences:

1. Make sure you are logged in to your Secure Anywhere account. (Click the Webroot Secure Anywhere
icon in your browser’s toolbar, then enter your Secure Anywhere user name and password.)

Internet Explorer:
X @ Webroot v[% :
Firefox:
2. From the SecureAnywhere drop-down menu, click Preferences.

@ Webroot = | Fie Edit Wiew Favorites

(1) Logeft:

(Z) Recently Used ¥

{5 Sites k
Open Faverites

£ Fl Forms k

i Help.... l!

g Tocks 4

Save All Entered Data

The following dialog opens.
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3. Change the preferences as described in the following table. When you’re done, click OK.
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Password Manager Preferences

General Select whether you want to:

o Disable Insecure (IE or Firefox) Password Manager. When
selected, the Password Manager does not prompt you to save
passwords.

e Open New Pages in... Select the current tab, Tabs, or new
Windows.

o Highlight Input boxes. When selected, the Password Manager
displays fields in a different color.

o Automatically Fill Login Information. When selected, the
Password Manager fills in login fields with your user name and
password.

¢ Default Form Fill Profile. Select the form-fill profile you want to
use automatically and select the checkbox if you do not want to
overwrite fields that are already filled.

Notifications Select Notifications in the left panel, then click in the checkboxes for
each type of notification you want the Password Manager to open.

Hotkeys Select Hotkeys in the left panel, then enter key combinations you want to
use for common Password Manager tasks.

Advanced Select Advanced in the left panel, then select any of these advanced
functions:

o Enter the number of seconds to automatically log in to sites.
o Display a warning before filling insecure forms.

o Allow websites to disable AutoFill (keep the rule for
AutoComplete=ofY).

o Select the number of minutes until the Clipboard is cleared after
use.

e Open a login dialog when you start the browser.
¢ Create new form-fill profiles automatically.

o Change the language displayed in all dialog boxes, menus, and
prompts. (You must restart the browser.)
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Using other browsers

If you want to use a browser other than Internet Explorer, Firefox, or Chrome, you can create Bookmarklets to
enable password functions. For example, to use Bookmarklets with Opera, you would drag Bookmarklet links
to Opera’s Bookmarks Bar, then click on the bookmark to use automatic login. Bookmarklets can be used with
Safari, Opera, Konqueror, and other browsers.

To create Bookmarklets:

1. Log into my.webrootanywhere.com and click Go to Passwords.

2. From the Myldentity actions panel, click Install Bookmarklets.

Myldentity actions

Adld site

Adlel group

Adld Form Fill profile
Orpexin all Forvorites

View deleted items

Wiew history

View Nevver st

Install Boaskina klats lt;
Import data

Export data

The Bookmarklets dialog opens.
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Click your browser version for detailed instructions
on how to install the Bookmarklets.

3. Click on a tab for the browser you want to use.
Instructions for that browser appear in the lower panel.

4. Follow the instructions to create the Bookmarklets, then click OK.

5. To use the Bookmarklet, go to your browser and click on the bookmark.

The Password Manager either performs the function immediately or opens a dialog with more
information.
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